ADVANCED LEVEL COURSE

APRIL-MAY, 2017

SYNOPSIS

This course will give to the participants an understanding of offensive and defensive cyber security methods. They will gain knowledge
and skills in reacting to a myriad of cyber security and application traffic flows. Participants will be put through Operational Scenarios
that include malicious and non-malicious traffic in a safe, secure environment.
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